I. POLICY:

A. General Right to Access Protected Health Information

This policy describes when it is appropriate to permit a patient to access his or her Protected Health Information and the procedures to follow when approving or denying a patient request to access his or her Protected Health Information.

Except as set forth in Sections 1.B. and 1.C. below, the University of Southern California (USC) recognizes the right of a patient to have access to (i.e., inspect and/or obtain a copy of) Protected Health Information maintained by USC in a "Designated Record Set." A Designated Record Set is defined as the following:

1. An individual's medical records and billing records maintained by USC; and

2. The enrollment, payment, claims adjudication, and case or medical management record systems maintained by or for USC's health plans (including the USC Network Plan); and

3. Records used by USC providers, in whole or in part, to make decisions about individuals.

1 Protected Health Information is defined as identifiable information that relates to the individual's past, present or future physical or mental health condition or to payment for health care.

2 For purposes of the HIPAA Privacy Rule, USC is defined as those components/units that provide clinical services within the School of Pharmacy, the School of Dentistry and the Independent Health Professions (e.g., Physical Therapy, Occupational Therapy, Nursing) as well as USC Care Medical Group, Inc., the USC-affiliated faculty practice plan corporations at the Keck School of Medicine, the USC affiliated faculty practice plans of Physical Therapy and Occupational Therapy, clinical researchers who conduct research that involves clinical treatment and those units that support the clinical functions, such as the Office of the General Counsel and the Office of Audit and Compliance.
B. Exceptions to Right to Access Protected Health Information

USC shall not provide a patient with access to the following Protected Health Information maintained in the Designated Record Set:

1. Information compiled in reasonable anticipation of, or for use in, a civil, criminal, or administrative action or proceeding; and

2. Minor’s Protected Health Information that is not accessible to that minor’s parent or legal guardian under California Health and Safety Code Sections 123100 et seq.4

C. USC Right to Deny Patient Request to Access Protected Health Information

USC may deny a patient access to his/her Protected Health Information for any of the reasons set forth below in Sections I.C.1 or I.C.2. A patient does not have a right of review of a request for access that is denied for any of the reasons set forth in Section I.C.1. below. A patient may seek review of a request for access that is denied based on any of the reasons set forth in Section I.C.2. In those cases, the review should be conducted pursuant to the procedures set forth in Section II.D.


USC may deny a patient request for access without a right to have the denial reviewed for any of the reasons set forth below in Sections I.C.1.a-d. USC,

---

3 The HIPAA Privacy Rule and California state law both contain exceptions to a patient's right to access Protected Health Information, but the exceptions are different in the following areas:
- Under the privacy rule, clinical laboratories are not required to provide patients access to their lab tests. No such exception exists in state law.
- Under the privacy rule, research laboratories exempt from CLIA are not required to provide patients access to their research lab tests. No such exception exists in state law.
- Under the privacy rule, providers are not required to provide patients access to their psychotherapy notes, but state law does not contain such an exception.

Because state law provides more rights to patients than the HIPAA Privacy Rule, state law will apply. This means that USC may not deny a patient request to access Protected Health Information that falls into any of the above categories that are not excepted under state law. Please call the Office of Compliance if you need further assistance regarding the application of these exceptions.

4 Generally, a parent of a minor has the right of access to the minor's patient information. However, where the minor is authorized by law to consent to treatment, the right of access with respect to that patient information rests with the minor, not the parent or guardian. Additionally, a provider may deny a parent or guardian access to a minor's patient information where the provider determines that access would have a detrimental effect on the provider's professional relationship with the minor or on the minor's physical safety or psychological well being.
shall, to the extent possible, give the patient access to any Protected Health Information requested, other than that to which access was denied.

a. If the requested Protected Health Information falls under one of the exceptions to the patient’s right of access discussed above in I.B.

b. If the requested Protected Health Information is information that has been obtained by USC in the course of research that includes treatment of the research participants (e.g., a clinical trial), the patient’s right to access the information may be temporarily suspended for as long as the research is in progress provided that:

   i. the patient has agreed to the denial of access when consenting to participate in the research study; and

   ii. USC has informed the patient that his or her right to access the Protected Health Information will be reinstated once the research is completed.5

c. If an inmate of a correctional institution makes a request for access while USC is acting under the direction of the correctional institution, and the inmate’s request would jeopardize the health, safety, security, custody, or rehabilitation of the inmates or the safety of any officer, employee or other at USC.6

d. If USC obtained the requested Protected Health Information from someone other than a Health Care Provider under a promise of confidentiality and such access would be reasonably likely to reveal the source of the information.


USC may deny a patient request for access if it is determined that providing such access is reasonably likely to endanger the life or physical safety of the patient or another person. However, USC

---

5 USC’s template informed consent documents have been revised to include the appropriate language to meet these requirements. The standard documents can be obtained from the relevant IRB office or the USC policies website at http/policies.usc.edu.

6 California state law permits inmates to access their records in very limited situations. Contact the Office of Compliance before denying an inmate the right to his or her records.
must give the patient an opportunity to have the denial of access decision reviewed pursuant to the procedures set forth in Section II.D.

Section II describes USC's procedures for implementing the above policy regarding patient access to Protected Health Information.

II. PROCEDURES:

A. Initial Processing of a Request for Access

1. Access Request Form. A patient that requests access to his or her Protected Health Information must make a request in writing on USC's Access Request Form. A copy of USC's Access Request Form can be downloaded from the USC policies website at http://policies.usc.edu.

2. Referral to Privacy Administrator. Patient requests for access to Protected Health Information should be referred to the clinical unit's Privacy Administrator who will be responsible for the initial handling of the patient's request.

3. Requests to be in Writing. If a patient makes an oral request, the Privacy Administrator should inform the patient that such requests must be made in writing. In addition, a copy of USC's Access Request Form should be provided to the patient. The Privacy Administrator may refuse an oral request to access or inspect Protected Health Information on the basis that such request is oral and not written.

4. Verification of Identity of Person Requesting Information. The Privacy Administrator should use reasonable efforts to verify the identity of the person requesting access to his or her Protected Health Information and the authority of such person to have access, if the authority is not otherwise known.

5. Scope and Format of Request. The Privacy Administrator should discuss with the patient the scope, format and other aspects of the patient's request as necessary to facilitate the timely provision of access.

6. Requests Limited to Particular USC Clinical Unit. If the patient's request is directed solely at Protected Health Information kept by the specific USC clinical unit or practice plan, the Privacy Administrator for that unit should follow the access procedures set forth in this section of the policy. If the patient requests access to Protected Health Information maintained by more than one USC clinical unit or faculty practice plan or all of USC (e.g., all of the clinical units that comprise
USC under the Privacy Rule), the Privacy Administrator should follow the access procedures set forth in this policy below in Section II.H.

7. Provider Review of Protected Health Information. Once the requested Protected Health Information has been located, the Privacy Administrator should consult with the provider who treated the patient or, alternatively, from the provider who has been designated by the USC clinical unit or faculty practice plan to review the Protected Health Information in the absence of the treating provider. The provider or designee will determine whether to approve or deny the request in accordance with this policy. Where a denial of access is contemplated, the provider or designee also should consult with the USC Office of Compliance for assistance in determining if a denial is appropriate.

B. Types of Actions on a Request. USC, through the relevant clinical unit, may take one of the following three actions on a request:

1. provide access in whole or in part, in accordance with the procedures in Section II.C below;

2. deny the request without an opportunity for review in accordance with the procedures set forth in Section I.C.1 and II.D.1;

3. deny the request and give the patient an opportunity to obtain a review of the denial as set forth in Section I.C.2 and II.D.2.

C. Access Procedures. If it is appropriate to provide access to the patient (in whole or in part) the procedures set forth below will be followed:

1. Patient Right to Access. The patient has the right to inspect the information, to obtain a copy of the information or to do both.

2. Patient Access Arrangements. The Privacy Administrator should arrange for a mutually convenient time and place to provide the access requested in accordance with the time limitations set forth in Section II.E.

3. Summary of Protected Health Information. The patient also may be provided with a summary of the Protected Health Information requested, in lieu of providing an opportunity to inspect or obtain a copy of the Protected Health Information, if the patient agrees in advance;
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a. to the provision of the summary,
b. to any fees imposed by USC for such summary (See Section II.F), and
c. to any extended time period required by USC to produce the summary.

If it is determined that a summary is more appropriate to provide to the patient, the provider/designee should prepare the summary.

4. Format of Access. The requested Protected Health Information should be given to the patient in the form or format requested, provided that the information is readily producible in such form or format. If the Protected Health Information is not readily producible in the requested format, the Privacy Administrator should arrange to produce a copy of the information in a format mutually agreed upon between the parties. If the patient requests to inspect Protected Health Information that is maintained electronically, Privacy Administrator should arrange to print out a copy and allow the patient to view the printout on-site.

5. Requests for Copies. A patient is entitled to request the USC clinical unit or faculty practice plan to mail a copy of the requested Protected Health Information. The USC clinical unit or faculty practice plan may request reimbursement in accordance with Section II.F of this policy.

D. Procedures in Case of Denial. If access is denied (in whole or in part) for any of the reasons set forth in Section I.C, the procedures set forth below shall be followed:

1. Request Denial Form. The Privacy Administrator shall complete a Denial of Access Form, which should be given to the patient and which should explain the reasons for denying the access request. A copy of USC's Denial of Access Form can be downloaded from the USC policies website at http://policies.usc.edu.

2. Review Procedures.
   a. Referral to the Quality Assurance Committee. When a patient has a right to have a denial reviewed pursuant to Section I.C.2, such requests for review shall be referred promptly to the

---

7 The provider who completes the form should be mindful of confidentiality issues when explaining the reasons for denial. For example, providers should use caution when denying a parent/legal guardian access to a minor’s Protected Health Information, whether in whole or in part. If a parent is permitted to access most of the record, but is denied access to the portion relating to the minor’s treatment for a sexually transmitted disease, for example, then the written notice of denial should not alert the parent to the existence of such information.
USC Care Quality Assurance Committee, if involving a clinical physician, or other appropriate quality assurance committee, if involving a practitioner that is not a member of USC Care Medical Group, Inc. The Privacy Administrator or Privacy Liaison shall be responsible for forwarding such requests to the appropriate quality assurance committee.

b. **Determination by Quality Assurance Committee.** Within a reasonable time of receiving the request for review, the Quality Assurance Committee must determine whether or not to deny the requested access based on the standards set forth in Section I.C.2, and shall provide the patient with written notice of its decision. The decision by the Quality Assurance Committee shall be final and must be followed by the USC clinical unit or faculty practice plan that initially denied access. The Privacy Liaison shall be responsible for ensuring that the determinations of the Quality Assurance Committee are conveyed to the patient and are followed by the clinical unit.

3. **Protected Health Information Not Maintained by USC.** If USC, through the relevant clinical unit, does not maintain the Protected Health Information requested by the patient, but knows where the requested information is maintained, it must inform the patient where to direct the request for access. For example, in cases where the Protected Health Information belongs to a hospital partner, the Privacy Administrator of the relevant clinical unit should attempt to coordinate with the hospital liaison to ensure that the patient request is addressed.

**E. Time to Respond to Request for Access.**

1. **Time to Respond to Request to Inspect.** USC, through the relevant clinical unit, must provide access (i.e., inspection) to a patient's Protected Health Information during business hours within five (5) working days of receiving the request from the patient or his or her representative. If a patient agrees to provide additional time to the clinical unit to respond, it is recommended that the agreement be confirmed in writing.

2. **Requests for Copies of Protected Health Information.** USC, through the relevant clinical unit, shall transmit copies of Protected Health Information within fifteen (15) days of receiving a request for copies. If a patient agrees to provide additional time to the clinical unit to respond, it is recommended that the agreement be confirmed in writing.
3. **Summaries of Protected Health Information.** USC, through the relevant clinical unit, shall provide a summary of Protected Health Information within ten (10) working days of receiving a patient’s request, or within a maximum of thirty (30) days if USC notifies the individual that more time is necessary, either because of the length of the record or because the individual was discharged from the hospital within the prior ten (10) days.

4. **Duplicate Information.** If the same Protected Health Information is maintained in more than one Designated Record Set or at more than one location, the Privacy Administrator of the relevant clinical unit need only produce the information once per request.

**F. Fees**

1. **Categories of Fees.** USC, through the relevant clinical unit, may charge the individual the following reasonable, cost-based fees associated with obtaining access to Protected Health Information:

   a. **Copying:** No more than twenty-five cents per page or fifty cents for copies from microfilm and may include the labor costs incurred in copying the information;

   b. **Mailing:** Fees may include copying costs (twenty five cents per page) and the cost of postage; and

   c. **Electronic:** Fees may include cost of computer disk.

2. **No Handling Fees.** USC, through the relevant clinical unit, shall not charge any fees for clerical costs in locating the Protected Health Information, processing the request or making the information available.

3. **Preparation of Summary or Explanation.** USC, through the relevant clinical unit, shall charge a reasonable fee, based on actual time and cost for the preparation of an explanation or summary of the Protected Health Information that USC provides to a patient, if: (i) the patient requests such explanation and (ii) the patient agrees to be charged such fee in advance of the preparation.

4. **No Fees for Eligibility Appeals of Public Benefit Program.** A patient or his or her representative is entitled to a copy, at no charge, of the relevant portion of the patient's Protected Health Information, upon presenting to USC a written request and proof that the information is needed to support an appeal regarding eligibility for a public benefit program (e.g., Medi-Cal, social security disability insurance benefits).
G. Documentation. The Privacy Administrator will document the status of the response, including:

- The date that the request is received;
- The date that the clinical unit provides access and the information is provided to the patient;
- If the request is denied, the date of the denial, the date of the appeal, if any, the determination on appeal, and the date the request is closed (either by appeal or by producing Protected Health Information).

*Access Request* Forms and *Denial of Access* Forms, as well as any other written correspondence to or from a patient regarding his or her right to access Protected Health Information shall be maintained in the patient’s medical record(s).

H. Process for Handling Global Requests for USC Protected Health Information.

If the request seeks records from more than one USC clinical unit or faculty practice plan, the request shall be forwarded promptly to USC Care Medical Group, Inc. for handling. USC Care will be responsible for:

- Requesting that the Privacy Administrator from each relevant USC clinical unit and/or faculty practice plan provide copies of Protected Health Information that respond to the patient's request;
- Ensuring that all USC clinical units and faculty practice plans provide responsive Protected Health Information within the deadlines set forth in Section II.E;
- Making arrangements with the patient to inspect/copy the responsive Protected Health Information;
- Documenting the response to the request.

The USC clinical units and faculty practice plans are responsible for handling denials of requests for access and also for determining and collecting from the patient the fees to be charged to respond to the request for access.